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ABSTRACT 
 

This paper presented a new way in the implementation of affine ciphers. These ciphers have the advantage of rich key space and 

easier way of computing inverses. Moreover, the multiplication here (of rhotrices) is commutative which may serve as another 

advantage. Some basic concepts in rhotrices were given to acquaint the reader with what is needed basically to grasp the content 

of the paper. 

 

Keywords: Group; Cryptography; Affine Cipher 

  
African Journal of Computing & ICT Reference Format:  

S. M. Tudunkaya (2015)  Design of the Affine Ciphers of Rhotrices. Afr  J. of Comp & ICTs. Vol 8, No. 2, Issue 2. Pp 79-82 

 

1.  INTRODUCTION 

In [1], an entity  =  where  

was introduced as rhotrix.  

 

The entry  is called heart.  

 

The sum 

 +  =    =  

was defined as the addition of two rhotrices and it is 

commutative.  

 

By this definition of addition, the additive inverse of 

=  is - =- .  

 

The zero of  was given by  and was termed the 

zero rhotrix. The ordered pair  is a commutative group.  

 

Scalar multiplication was given as 

 = . 

 

The multiplication of two rhotrices  and  was given by  

 

·  = .  

This multiplication method is also commutative and was 

adopted in this paper. The identity of R with respect to this 

multiplication is 

 

  = . The Multiplicative inverse of =  is  

 

-1= -  such that .   

 

The set  is not an integral domain [20]. In Mohammed [2], a 

generalised definition of a rhotrix  of dimension  with the 

operations defined above, was presented as the set 

 

                       = 

 

where ,   and  is the integer value 

upon division of  by . 
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In [16], modulo rhotrix was introduced as a rhotrix in form of 

 

                    

 

Where, addition (+) and multiplication (•) are done modulo  

under the addition and multiplication of rhotrices. Also, 

,  ,  

The additive identity is 

 

                                       

 

The multiplicative identity is 

 

                                                     

 

And if  the multiplicative inverse of 

 

                                                      

is 

 

                                                            

such that, 

 

 

 

 

 

 

 

 

 

 

 

 

 
 

Various works have been conducted on rhotrices with the aid 

of the adopted multiplication method which can be found in 

[2, 5-7]. More studies have been conducted in the areas of 

algebra and that of mathematical analysis which appeared in 

[8- 13, 15-19]. 

 

2.  RHOTRIX AFFINE CIPHERS (LINEAR CIPHERS) 
 

Some discussions and ideas from [3-4, 13-14] have been 

useful here. The letter A was represented by the number 1, B 

by the number 2, C by the number 3 and so on, where lastly Z 

was represented by 0. Arithmetic operations were done 

modulo 26. The discussion holds on rhotrices of any size but 

here rhotrices where t = 5 were used. To encrypt, let  

 

Y = AX + B (mod 26) such that X and Y are input (plain text) 

and output (cipher text) rhotrices of t entries. A is a fixed key 

invertible rhotrix also B is a fixed key rhotrix. To decrypt 

there we compute  

 

X = (Y − B) (mod 26) such that  is the inverse of A in 

the key space RL(5, ), the set of all rhotrices of order t=5 

that are invertible over  mod 26. In other words, the 

encryption keys are A, B and those of decryption are , −B 

respectively. Clearly, the Hill cipher is a special case of the 

affine cipher where B is the zero rhotrix. The plaintext was 

represented in the column major throughout the study but row 

major can also be used. 
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3. ALGORITHM 

 

Represent the plaintext and cipher text by numbers from  

according to the allocation used in the above section. Let  

 
 

and  

 
 

 

Where such that 

  

For  , define the functions 

 (mod 26) 

and 

X = (Y − B) (mod 26) 

 

4.  IMPLEMENTATION 
 

The illustration of the affine cipher as stated above is of the 

alphabet length 26, an invertible rhotrix  of order  and a 

rhotrix  both with entries from . Plaintext can be 

transform to a cipher text, by grouping the plain text to  

smaller groups and padding the plaintext rhotrix with zeros in 

all the vacant places. For instance, suppose the plaintext under 

consideration is ’COMPUTED’ it can be broken as COM | 

PUT | ED and represented in rhotrix form as follows: 

 

 
 

 

 
If the above representation is used,  

 
 

 

 
 

Computing the product of each of the rhotrices above by the 

key rhotrix  modulo 26 and adding it to rhotrix  we obtain 

the cipher text . For example, suppose  

 

 
 

And 

 

 
The cipher text for is  

 

 

 
 

Now, to decrypt this message, compute 

X = (Y − B) (mod 26) 

 

But from the review in section one, 
 

-1= -  
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And from the fact that dividing by the square of eleven is the 

same as multiplying by the square of its multiplicative inverse 

modulo 26, and also,  

 

 

 

 

 

 

 

 
 

Moreover,   

 
 

Combining these facts 

 

-1= -  

 

It can be checked that  

X = (Y − B) (mod 26) 

 

5.  CONCLUSION 
 

This paper proposed the affine ciphers of rhotrices. These 

ciphers have some advantages over those of matrices as the 

commutativity in terms of multiplication, rich key space and 

simplicity in the computation of inverses. In the first section, 

an introduction which covers the algebra of rhotrices was 

given followed by the description of the affine ciphers in 

section two. The algorithm and implementation of these 

ciphers were presented under sections three and four 

respectively. In other words, sections two, three and four 

contained the main contributions of the paper. 
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